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Effective Information Sharing and Consent

• Golden thread identified in audits, case 
reviews both locally and nationally.

• Effective information-sharing underpins 
integrated working and is a vital element 
of both early intervention and 
safeguarding. 

• Research and experience have shown 
repeatedly that keeping children safe 
from harm requires practitioners and 
others to share information about: 
• A child's health and development and any 

exposure to possible harm;
• A parent who may need help, or may not be 

able to care for a child adequately and 
safely; and

• Those who may pose a risk of harm to a 
child.

• Often, it is only when information from a 
number of sources has been shared and is 
then put together, that it becomes clear 
that a child has suffered, or is likely to 
suffer, significant harm. 

• Practitioners should be proactive in 
sharing information as early as possible to 
help identify, assess and respond to risks 
or concerns about the safety and welfare 
of children.

• This includes when problems first 
emerge, or where a child is already 
known to local authority children's social 
care (e.g. they are being supported as a 
child in need or have a child protection 
plan).

Source: South West Child Protection Procedures

https://www.proceduresonline.com/swcpp/swindon/p_info_sharing.html?zoom_highlight=information+sharing


Effective information sharing and consent 

 Practitioners must have due regard to the relevant General Data Protection Regulation (GDPR) and data 
protection principles, which allow them to share personal information. 

Where possible, share information with consent, and respect the wishes of those who do not consent to 
having their information shared. 

 You may share information without consent (under GDPR/Data Protection Act 2018 (DPA)) if, in your 
judgement, there is a lawful basis to do so, such as where safety may be at risk. 

 You will need to base your judgement on the facts of the case. When you are sharing or requesting personal 
information from someone, be clear of the basis upon which you are doing so. 

Where you do not have consent, be mindful that an individual might not expect information to be shared. 

 GDPR/DPA (2018) do not prevent, or limit, the sharing of information for the purposes of keeping children 
and young people safe.

Source: Right Help @ The Right Time and South West Child Protection Procedures

https://safeguardingpartnership.swindon.gov.uk/downloads/file/381/right_help_right_time_2020
https://www.proceduresonline.com/swcpp/swindon/p_info_sharing.html?zoom_highlight=information+sharing


Effective information sharing and consent

To effectively share information practitioners need to consider the following: 

 be confident of the processing conditions, which allow them to store/share information needed to carry out 
their safeguarding role. The relevant information will often be data  considered to be ‘special category 
personal data’ meaning it is sensitive and personal. 

 if sharing special category personal data, be aware that the DPA (2018) includes ‘safeguarding of children 
and individuals at risk’ as a condition that allows sharing of information without consent. 

 information can be shared legally without consent, if a practitioner is unable to, cannot be reasonably 
expected to gain consent from the individual, or if to gain consent could place a child at risk. 

 relevant personal information can be shared lawfully if it is to keep a child or individual at risk safe from 
either neglect/physical/emotional or mental harm, or if it is protecting their physical, mental, or emotional 
well-being. 

Be aware: 

 Parents must consent to accept support at Early Help (documents are located halfway down the page) and 
Child in Need (S.17) levels. 

 You should discuss your concerns with the child/young person’s parents/carers and seek their consent to 
make a RF1 referral, unless you have reasonable cause to believe that to do so would place the child at risk of 
significant harm. 

Source: Right Help @ The Right Time and South West Child Protection Procedures

https://safeguardingpartnership.swindon.gov.uk/info/3/workers_and_volunteers/10/workers_and_volunteers/20
https://safeguardingpartnership.swindon.gov.uk/downloads/file/283/referral_form_rf1_october_2019
https://safeguardingpartnership.swindon.gov.uk/downloads/file/381/right_help_right_time_2020
https://www.proceduresonline.com/swcpp/swindon/p_info_sharing.html?zoom_highlight=information+sharing


Confidentiality and Consent

Information sharing: advice for practitioners providing safeguarding services includes a 

Myth-busting guide (pages 13-14). In relation to consent it states:  Wherever possible, you 

should seek consent and be open and honest with the individual from the outset as to 

why, what, how and with whom, their information will be shared. You should seek 

consent where an individual may not expect their information to be passed on. When 

you gain consent to share it must be explicit and freely given.

There may be some circumstances where it is not appropriate to seek consent, either 

because the individual cannot give consent, it is not reasonable to obtain consent, or 

because to gain consent would put a child or young person's safety or well-being at 

risk. Where a decision to share information without consent is made, a record of what 

has been shared should be kept.

https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice


Seven Golden Rules for Information Sharing
Information sharing: advice for practitioners providing safeguarding services provides the following: 

1. Remember that the General Data Protection Regulations, Data Protection Act 2018 and human 

rights laws are not barriers to justified information sharing but provide a framework to ensure that 

personal information about living individuals is shared appropriately;

2. Be open and honest with the individual (and/or their family where appropriate) from the outset 

about why, what, how and with whom information will, or could be shared, and seek their 

agreement, unless it is unsafe or inappropriate to do so;

3. Seek advice from other practitioners or your information governance lead if you are in any doubt 

about sharing the information concerned, without disclosing the identity of the individual where 

possible;

https://www.gov.uk/government/publications/safeguarding-practitioners-information-sharing-advice


Seven Golden Rules for Information Sharing

4. Where possible share with consent and, where possible, respect the wishes of those who do not consent to 
having their information shared. Under the GDPR and Data Protection Act 2018 you may share information 
without consent if, in your judgement, there is a lawful reason to do so, such as where safety may be at risk. 
You will need to base your judgment on the facts of the case. When you are sharing or requesting personal 
information from someone, be clear of the basis upon which you are doing so. Where you do not have 
consent, be mindful that an individual might not expect information to be shared;

5. Consider safety and well-being: Base your information sharing decisions on considerations of the safety and 
well-being of the individual and others who may be affected by their actions;

6. Necessary, proportionate, relevant, accurate, timely and secure: Ensure that the information you share is 
necessary for the purpose for which you are sharing it, is shared only with those people who need to have it, is 
accurate and up-to-date, is shared in a timely fashion, and is shared securely (Practitioners must always follow 
their organisation's policy on security for handling personal information);

7. Keep a record of your decision and the reasons for it - whether it is to share information or not. If you 
decide to share, then record what you have shared, with whom and for what purpose.



Other useful resources

NSPCC: Recognising and responding to abuse - Information Sharing 

NSPCC: Learning from case reviews – thematic briefings

SCIE/NSPCC - Inter-professional communication and decision-making: 
Practice issues from Serious Case Reviews – learning into practice

Swindon Safeguarding Partnership website

https://learning.nspcc.org.uk/child-abuse-and-neglect/recognising-and-responding-to-abuse#information-sharing
https://learning.nspcc.org.uk/case-reviews/learning-from-case-review-briefings
https://www.scie.org.uk/safeguarding/children/case-reviews/learning-from-case-reviews/
https://safeguardingpartnership.swindon.gov.uk/

